
For more information, contact Customer Support at (800) 296-6246 

 

 

 

 

 

Malware is a term that means malicious software. This type of software is designed by fraudsters that make it 

their job to gain access or damage a computer.  As you can imagine, a fraudster gaining access to the Bank’s or 

customer’s computer can cause great damage. 

What you should know: 

Always inspect and don’t immediately open email attachments or click on links in unsolicited or suspicious-looking emails. Even if you 

know the sender or are waiting on a specific email, don’t immediately click on links or attachments. Cybercriminals have made it their job 

to construct fake emails that look legitimate. Some fake emails are so good; it can be easy to click on malware if you are rushing or don’t 

focus on taking the time to think before you click. 

– What red flags do you see? 

– What questions should you ask yourself when opening the email? 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Think Before You Click 

Where is the email truly coming from? 


